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## Objective

The objective of this document is to outline the responsibilities and process to be followed while managing relationships with third parties or vendors critical to CarCred’s services.

## Scope

This document applies to all staff in CarCred using various vendors whose services are critical to the operational integrity and availability of the services that CarCred provides to its customers or with whom critical data is shared.

## Vendor Management Procedure

### Responsibilities

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAk0lEQVQYlWP8//8/w537j/SmLVjVfur8FVcGBgYGM0Od3VkJYZUqinKXGG/fe6iXUdZ66MvXb/wMSICHm+vjjK5qO2YWful5dx880WVAA79+/+Z48fqtPDMzn9SCf//+M6MrYGBgYHj+6o0CEzYJZMBkZqizG5ekmaHObqashLBKHm6uj+iSPNxcH7MSwioZCXkTAGbsQNvAO3eDAAAAAElFTkSuQmCC) It is the responsibility of the Information Security Officer, along with all the Business heads, to ensure the following:
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### Managing Contracts and Service Level Agreements

Once a vendor has been selected, it is the responsibility of the Business Heads and Finance Team to ensure that an official contract has been signed between CarCred and the vendor.

In the case of using SaaS vendors, subscription-based products may be chosen to carry out business functions, and in such cases, signing contracts is not possible. For all such cases, it is the responsibility of the Finance, Legal and Information Security Team to ensure the terms of service published by the vendor are appropriately reviewed.
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### Vendor Risk Management
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAk0lEQVQYlWP8//8/w537j/SmLVjVfur8FVcGBgYGM0Od3VkJYZUqinKXGG/fe6iXUdZ66MvXb/wMSICHm+vjjK5qO2YWful5dx880WVAA79+/+Z48fqtPDMzn9SCf//+M6MrYGBgYHj+6o0CEzYJZMBkZqizG5ekmaHObqashLBKHm6uj+iSPNxcH7MSwioZCXkTAGbsQNvAO3eDAAAAAElFTkSuQmCC) Depending upon the business needs and the severity of the risk of data involved, the vendor’s certificates or security reports must be collected from the vendor. The Information Security Officer should ensure the validity of these reports.
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### Vendor Monitoring & Reviews

The Information Security Officer must review the list of vendors and their criticality at least annually.

It is the responsibility of the business heads to ensure that they monitor the service being delivered by the vendors. In case of any deficiencies noted, they must inform the Information Security Officer immediately to ensure corrective measures are taken.

## Document Security Classification

Company Internal (please refer to the Data Classification policy for details).

## Non-Compliance

Compliance with this policy shall be verified through various methods, including but not limited to automated reporting, audits, and feedback to the policy owner. Any staff member found to be in violation of this policy may be subject to disciplinary action, up to and including termination of employment or contractual agreement. The disciplinary action shall depend on the extent, intent, and repercussions of the specific violation.

## Responsibilities

The Information Security Officer is responsible for approving and reviewing policy and related procedures. Supporting functions, departments, and staff members shall be responsible for implementing the relevant sections of the policy in their area of operation.

## Schedule

This document should be reviewed annually and whenever significant changes occur in the organization.

End of Vendor Management Procedure. For version history, please see the next page.
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